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Senior Technical Solutions Architect, SP
EMEAR

. A member of the EMEAR SP technical
specialist team

. Over 20+ vyears experience in SP
solutions, Enterprise technologies

. Current role is driving EMEAR SP-as-an-
Enterprise technical leadership, leading a
strong SP-as-an-enterprise technical
community, supporting SP customers
requirements/opportunities and fostering
strong and trusted relationships with
Service Providers in the region.
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Internet Connectivity Becomes Business Critical

‘ Campus
e X2-5
Branches X100+ Exposure to cyber threats
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Cisco Webex

DC/Private Cloud
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60 0 Inconsistent user experience %2 Dropbox
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Increasing complexity aws
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More users, things and applications, everywhere



Cisco SD-WAN - Leading With Innovation
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Built to enable multitude of use cases at the WAN Edge

Software-Defined WAN Software-Defined Branch 5G Ready
Automate your entire network, from Consolidate branch services in a Connecting remote sites at speeds
policies to multicloud access single edge platform that go beyond broadband using 5G

Augmenting underlay MPLS/SR/etc. as the underlying transport adding value to SP

SASE Architecture Edge Computing Secure Remote Access
Evolve your WAN architecture to Edge compute and acceleration for Cloud delivered security for securing
a Secure Access Service Edge (SASE) low latency applications including loT direct internet access



ANALYZE
FUTURE

IDC

i

Business Value of Cisco SD-WAN

%’

Faster to implement policy/
configuration changes

38%

Lower five-year cost
of WAN operations

] Office 365

= 3

94%

Less unplanned
downtime

Full IDC report ava||able ONn WWW.Cisco.com/go/sdwan

Enterprise grade,
simplified

Right security, right place






Cisco SD-WAN Solution Overview

Applying SDN Principles Onto The Wide Area Network

vManage

Management/
Orchestration Plane
3 Party

vBond

©

>~ Automation

Q Q G —  Control Plane

vSmart Controllers

vAnalytics

WAN Edge Routers

—— Data Plane

Cloud Data Center Campus Branch CoLo




IOS XE SD-WAN

Cisco Routing Portfolio
Leading with IOS XE - Branch, Aggregation and Cloud

I==8 T I
I==t v

Catalyst
8500 Series

*Up to 29G

Catalyst
8500L Series

*Up to 10G

P et VWA
‘V-uu'm @ ESX

D A aws

Catalyst
8300 Series
*Up to 7G Catalyst
8200 Series
*Upto 1G Catalyst
8200L Series
*Up to 500M

WNeum= 1
\ aumm=: 1

ISR 1000
s Up to 428

-
ISR 1100-4G/6G/LTE
ISR1100X-4G/6G
(I0S XE SD-WAN)
*Up to 428

»

Branch Office

Cisco and/or its affiliates
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*Performance Numbers are Aggregate IPsec IMIX

Catalyst 8006\/'
Up to 4.6G

Catalyst
8200 uCPE
Series
*Up to 500M

5 R B
CSP 5000
L LTy

ENCS 5400




Why Catalyst 80007

Cloud Native Agility SASE Connected Experiences Business First Resiliency

Higher Scale for Distributed Services ~ Support for Cisco Umbrella’s cloud Enhanced Wireless capabilities for Resource elasticity for edge
. . . security services loT Scale compute and virtualization
Integration with leading Cloud . o
Providers Integrated security and advanced Improved applications performance Built to produce massive and
segmentation to contain threats - User to Cloud rich telemetry capabilities

* Next Generation QFP3.0

» Higher SD-WAN Performance

« Open and programmable I0OS XE
« Future Proofed - 5G Ready

© 2022 Cisco and/o 't effifa’es. All iights resen ed.  Cisco Confidential



ISR 1131 Series Platforms List

C1131X-8PLTEPWX
(2x1G WAN Ports)

C1131-8PLTEPWx  Lor L | emme 7

(2x1G WAN Ports)
(8GB DRAM, CAT 4]6|18|5G*, WiFi6)

C1131X-8PWx
(2x1G WAN Ports) :- l.-- .E

(4GB DRAM, CAT 4/6]|18|5G*, WiFi6)

- L4 B S
C1131-8PWx  _eriil emme B o
(2x1G WAN Ports) —— -~--.- %
(8GB DRAM, WiFi6)
= ————— == IMIX traffic (Avg. 352 bytes)
6::_ -l v CEF: 1.8 Gbps throughput
i -‘-'-'--H IPsec: 650 Mbps throughput
(4GB DRAM, WiFi6) *5G is on the roadmap

SD-WAN, Cellular Gateway, Trustworthy Solutions: Compatible with all ISR 1000 Platforms

© 2022 Cisco and/or its affiliates. All rights reserved. Cisco Confidential 16



C1131X-8PLTEPWX
Data Interfaces
+ 8xGELAN

e 4 PoE or 2 PoE+ Capable
o 2x RJ4A5/SFP GE WAN Combination

S35V 3T3rA w dor SEO A« 3 1

=
G ] = [
= 9
L
|

C1131X-8PLTEPW |
afran]n, R

cisco

O0A 1Y 24 3V 44 SVY 4a v L L A } [y U

" el joz=s] %

Status and physical Management/USB Storage Pluggable LTE Technology
security « RJ45 Console « CAT4
Status LED  USB 3.0, Type A « CAT6

« CAT 18

Power button
Reset button
Power connector
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Enabling Secure, High Speed Wireless Connectivity

15t SD-WAN

w/ multigigabit
5@G!

@ Speed transitions shaping the cellular industry ' @
LTE

LTE LTE Advanced = Advanced r—

5G

Pro

n n s i

Integrated Solutions

ISR1K/ISR4K/C8K Network Modules

Up to 4.4 Gbps
DL

Cellular Gateways

. Shipping Shipping @
\
Y ®
®

4G/Cat18 (PIM) 5G/sub-6 (PIM) 4G/cat18 5G/Sub-6 5G/mmWave
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SD-WAN Controller for simplified management

Cisco vManage

Single Monitoring Dashboard

Configuration: OnRamp, Security, Lifecycle Role based access/
Devices, Policies, Templates Management Multi-tenant

One management dashboard for branch, co-location, cloud and Security






SD-WAN leverages new security challenges

Internet
laaS/SaaS

NO SECURITY

9]
>
Data Center g Branch/Campus
Z
Corporate (e} o0
Software % Users . .
A M = B4
¢\ = ¢\ .

SD-WAN Fabric

}( WAN Edge Device @ Existing Security Stack in DMZ

and/or its affiliates. All rights reserved. Cisco Confidential

Internal & External Threats

External

* Exposure to malware & phishing
due to direct internet and cloud
access

» Data breaches

» Guest access liability

Internal
« Untrusted access (malicious insider)
« Compliance (PCI, HIPPA, GDPR)

« Lateral movements (breach
propagation)



Secure Access Service Edge
Transitioning to a Cloud-First Security Model

Cloud-delivered What iS SASE?
Secure Web firewall

Gateway Cloud-delivered
(SWG) security broker (CASB) ) . .
Y, 0~ SASE combines network security
@\ 8% functions (such as SWG, CASB,
DNS—Iayer Interactive Threat FWaaS and ZTNA *), with WAN
SeC“”W Intel capabilities (i.e., SDWAN) to

Cisco support the dynamic secure
Umbrella access needs of organizations.
These capabilities are delivered

primarily aaS and based upon the
identity of the entity, real time
context and security/compliance
policies.” -Andrew Lerner,
Gartner Inc.

% &

C ISCO S D - WAN https://blogs.gartner.com/andrew-lerner/2019/12/23/say-

hello-sase-secure-access-service-edge/
ClSCO S D _V\/AN + U m bre | |a * ZTNA = Zero Trust Network Access

ind/or its affiliates. All rights reserved. Cisco Confidential



https://blogs.gartner.com/andrew-lerner/2019/12/23/say-hello-sase-secure-access-service-edge/

SD _WAN ClOUd SeCU th SASE Journey - Cloud Security

Auto Tunnel, Intelligent Traffic Steering

vManage
Auto-Template§ .

Internet/laaS/SaaS .
DNS-Layer Security

Secure Web Gateway

Regional Hub
Colo for Security

Cloud Access Security Broker

Branch Interactive Threat Intel

and/or its affiliates. All rights reserved. Cisco Confidential



Full SASE Deployment: Secure Edge

ThousandEyes

e o

g

Network edge

CORE ELEMENTS
» Cloud security

» Zero trust secure
access

» SD-WAN router
» Teleworker gateway

N

» Existing gateway
» Observability

Connect

- Provide software defined transport from any
network edge (Whole office, office of 1, HQ)

- Encrypted transport to SASE for direct internet
access

- Dynamic path selection via SD-WAN fabric

- App aware Intelligent path selection through
telemetry exchange between SDWAN and 0365

4
N

/—CISCO SASE ﬁ

—— SECURITY AS A SERVICE —
; A o
N fi
Umbrella /vy —
DNS Secure web L7 Cloud access
— security gateway firewall security broker
(CASB) Internet
~— Umbrella tunnel ‘—V
= A (@ .
Duo = = -— uo
Adaptive  Device posture  Behavior Continuous 7 —>
SD *WAN L MFA and health analytics verification Q —>
router SD-WAN B S0 SaaS
o X 4 &
Automatior_ll Mid(_jl_e—mile Telemetry Application _)*(_
\ T . SD—\/\/AN Orchenstratlo efficiency SLA |L a5, Asae
fabric ¢ = > Goage i
Q )‘ =1
SaaS  Integrated multi- Pr!vate/
optimization cloud access public cloud
S g

- Cloud security stack to secure all outbound

traffic to internet/SaaS

- Establish zero trust application access for

user/device

- Simple, fast deployment of network and security

- Zero touch provisioning

- Common cloud-delivered security policy

- Automate response across network diameter

with SecureX

- Common observability into all networks and

services with ThousandEyes.






Cisco delivers on these key Requirements

3E

Simplicity Security Performance

Plug & play Essential on-prem security Optimized for multicloud
Centralized management Centralized enterprise application experience
and monitoring at scale grade and multi-layer Application QoS and

security network HA

© 2022 Cisco and/or its affiliates. All rights reserved. Cisco Confidential



Enterprise Virtual Branch Office / @ SD-Branch

SD-WAN Fabric

Wwwy oj
AWS/Azure : ’SCO-COm
O cloud e /go/sd‘bfanch
D N
N

E— ‘«\ @ SD-WAN Fabric
Arp]);:; Aware : //éwf.\")\ U On-Prem

o .- N A

a\
4 SUPABRIG.

® 5 QNVA¢)ag// . Data Center
Routing VNF Security VNF T

R
Y ) Qoficedss ()

~~~~~~ - %3 Dropbox
Catalyst 8200uCPE

Consolidated Routing & Zero-touch Provisioning Quick & Easy Delivery of
Security with vManage Software-based Services
© 2 and/or its affiliates 3
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Cloud OnRamp for SaaS (DIA)
Branch

S 1 TTEea
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Webex Meetings
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Transforming the Network with Cisco SD-WAN Cloud Interconnect

Static Networks stitched by Multiple Providers _

laaS ° Al i - r 43S
SaaS @ s[a)a% ng.with multiple p %
e'ons Intensive

) Office 365 B

J Office 365 G
Q Dropbox

<3 Dropbox 9
. Lé&ﬂg&;spﬂnﬂzaﬂzijéauwed
» No VvisibMty or econ# ol of the

underlay
Cloud Interconnect%

» Fixed and expensive circuits
Local/ \

_ Branches
International .
Branches @
% 4 SD-WAN
Service Provider C l. . Management l. '
Datacenter Datacenter

Enterprise Site Enterprise Site

Service f

Provider A 3

Service
Provider B




Microsoft 365 Optimization with Cisco SD-WAN

Improving the user experience

B Microsoft

Analytics
[ ] r
* . B> SharePoint
OneDrive
an " f n
Data Center N Branch/Campus
Optimize  Allow
Corporate P
Software Users ..
(I SEls
(T
(I
(T
(|
SD-WAN Fabric
° Colocation @ Cisco Q Cloud Security
Provider SD-WAN Provider

« Optimization via multipath

Cisco and/or its affiliates. All rights reserved. Cisco Confidential

Developed in partnership with Microsoft

+  SD-WAN Solution is Microsoft Networking
Partner Program Certified

* First SD-WAN vendor to support Microsoft 365
Informed Network Routing (Telemetry)

Optimal SaaS experience
Optimal path selection through proactive link
probing
Optimization at scale with lower TCO
Visibility on QoE metrics
App aware path selection through telemetry
exchange
Granular policy per class of Microsoft 365
application

Microsoft Networking Partner Program
Microsoft 365 Informed Network

Roufing



https://cloudpartners.transform.microsoft.com/m365networkingpartners
https://docs.microsoft.com/en-US/microsoft-365/enterprise/office-365-network-mac-perf-cpe?view=o365-worldwide

Cloud OnRamp for Custom App

Bring Your Own App to Cloud OnRamp for SaaS

Extend Cloud OnRamp for SaaS support
aWS B2 wicrosoft 65 across all apps

Bte
salesforce ORACLE gL tn
G Suite X

1500+
22 Dropbox  SAP Concur & GoToMeeting + NBAR Recognized Apps
+

infurt : z w Webex @

zendesk wessco SUBARCRM Any Custom App

BENEFITS

Dynamically route SaaS traffic Fast, secure and reliable user Gain real-time and historical
to the best path experience visibility into application
performance



What is the middle-mile?

~

First mile

}{ Middle-mile

pane

Last mile

e

WAN service, internet
or private networks

R Local
Bl — access
Customer
premises

SP core network,
private network, ASN

D%

lﬂ Interconnect
[ transport

Colocation/PoP / \

[E=]]

Colocation/PoP

CSP network, ASN
or private networks

Transport

S

Cloud provider

network

© 2022 Cisco and/or its affiliates. All rights reserved. Cisco Confidential



Why use Cisco SD-WAN with middle-mile networks?

Public

5t

Cisco SD-WAN
middle-mile network

§ Site-to-cloud
/
— Site-to-site

Cloud-to-cloud

‘ \
|

Enterprise site

Cisco SD-WAN fabric

ffiliates. All rights reserved. Cisco Confidential

[N
)
~

Enterprise site

Cisco SD-WAN delivers an optimized global
network by provisioning a private backbone
via API, to directly and securely
interconnect cloud and enterprise sites

IT providers can accelerate
their cloud transformation journey with
on-demand consumption to connect
any network, anywhere, anytime

Network admins benefit with full stack
automation that addresses today’s low cost
and low latency requirements

= Cisco SD-WAN virtual ol o e _ -
ZZ%Z; router hosted at mid-mile piog” = Cisco SD-WAN router on

T X remises
provider’s colocation/PoP ool P



Cisco offers a choice of middle-mile partners

QMegaport . Google Cloud

EQUINIX

Cisco 6% Cisco %
SD-WAN SD-WAN Go gle Cloud
fabric fabric

vManage

vManage 3%

.

EQUINIX

Cisco SD-WAN

() Megaport
T D ofe
D oo MVEVMVE D o8 N NE_NE A Emﬁ'-,-’
R R e Enterprise site Enterprise site

Enterprise site Enterprise site Enterprise site Enterprise site
_ = Cisco SD-WAN _ L = Cisco SD-WAN
MVE \-/i:\tllueagi%%or; virtual router hosted on NE &g&tﬂ?EEd e virtual router hosted on = Cisco SD-WAN cloud router at Google Cloud PoP
9 Megaport Virtual Edge 9 Equinix Network Edge
& J/ & J/ G

o
[ =] o - Cisco SD-WAN router on-premises

© 2022 Cisco and/or its affiliates. All rights reserved. Cisco Confidential



Value offered

Secure multicloud
networking

D)

Reduced network risks
(with private backbone connectivity)

Strong security posture
(end-to-end encryption and segmentation)

J

Single pane of
glass automation

=

Full network stack automation
(automate overlay + underlay via vManage)

Centralized control
(provisioning and orchestration
via vManage)

© 2022 Cisco and/or its affiliates. All rights reserved. Cisco Co

fidential

——  Business
continuity

Global availability: Points of presence (PoP)

Consistent uptime (99.99% availability)

{‘3 Improved
%P operations
Single vendor experience

(buy, onboard, deploy and support
through Cisco)

Support via Cisco TAC
(seamless handoff to backbone provider)

Visibility (backbone underlay and

SD-WAN overlay with vManage)
-

é% Return on

=y investment

Improved application performance
(through guaranteed SLA)

Time to value (with fast deployment)

Significant savings
(on WAN circuit costs and egress fees)

Flexible consumption
(allows usage-based spending)
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Branch
Office

'_yJWi-Fi 6

Executive user
nome) Umbrella

e
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Remote user
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The next era of Remote Access

What Business problem are we solving?
0% -
30% -
20% -

10% A

0%

2018 2019 2020 2021 2022 2023 2024

Percentage of U.S. workforce working remotely 2018-2024

(full-time or occasionally)
Source : Dell’Oro Group

Consistent User
experience

Service Agility Elasticity

Requirements

“Work From Anywhere” Era

* COVID-19 has transformed the Network &
Security Strategies of Enterprises

* Growing trends of highly distributed workforce

“The Post-2020 Effect”

* Remote workforce has increased by ~4x times

» Re-architect the Remote-access VPN network
segment

Security Manageability




""" ¥ RA user traffic

______ +  SD-WAN overlay traffic

TradItIOﬂa| VS SDRA RemOte ACC@SS SASE, Saas, etc traffic

laa$ - Cloud DC laasS - Cloud DC SaaS
box box
1 Office 365 1] Office 365

AWS-DC
Azure-ER
DRA PoP \

)

SD-WAN Edge 4

‘ ,SL{VI\IAN Fabri R
p— L2-»5D- abric . 74
[ R f/” //l!mbre!!)z‘ul(z'v
T L S& >
—[ ]—’ v

,

~
~
\\ \\\ /’
\ S 4
A N 4
IPsec/SSL % \\ )/ split
RA VPN > NS tunnel
\
\ Internet y
\ \ \\
44—V ¥

] 1
] I \
] I

I 3
On

SOHO Software Clients SOHO Software Clients

Traditional Remote Access VPN design SD-WAN Integrated Remote Access VPN




Cisco SD-WAN RA Value-proposition 2

----------------------------------------------- -

- SD-WAN RA Value Proposition ~
laa$ - Cloud On-prem DC° SaaS ower TCO, SD-WAN Lite control-plane

(] Office 365 Unified fabric, Single-pane-of-glass “
___________________________ 23 management 3

)

T Vi )
s\\ d__,E’ ................................................. N
~

Regional HQ/DC

"E: Sy - SD-WAN / Enterprise benefits extended %

B -8 [ Intgrngt ' B O to RA users
SD-WAN RA Headend ‘ SD-WAN RA Headend \NalPlyf = Nmussssssssssssssssssssssssssssssnnnnnnnnnnnnnnns .’
"""""""""""""""""""""" e FEEEsEEsEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEg,

m Unified user policy using Cisco ISE for %

S on-site and remote access users. B

© 2022 Cisco and/or its affiliates. All rights reserved. Cisco Confidential




Software-Defined Access Target Architecture

---------------- VPNless with DAG/DNG ------------------
WORKFORCE ! i
! i
. = 2 L& |
. = _4 —-—— -_—— ' )
[ - H Adaptive Device posture Continuous '
! MFA and health verification H \
Clientless | /:
—— CISCO SASE N
- —r SecureTLs > | ooooeeeeeeeeeeee SECURITY AS A SERVICE ---------smsmsmmmcocons .
[ - i . ""’ o :
: o © : —>
Remote workers E WEB o Iy ﬂ !
i DNS security Secure web L7 firewall Cloud access security |
% H gateway broker (CASB) E Internet
e s
' '
& 5 = 4] A v & i
D Q i MFA == — — I <«
. ) E Adaptive MFA Device posture Behavior Continuous E
( IPSEC tunnel : and health analytics verification ! ° SaaS
T J
A VAN eeian  pTmTTmmmmmmmmmsmmmoesooooooos SD-WAN =-==-m=---mmmmmsoomoonooooo SsO/
— A\ SD-WAN router ! i ZTNA
T ! Ny aws, A sare
Branch L ' o R s G o o6 1AF i
ranc = | —_—)
IPSEC tunnel .—V ) ) : - . erm +—
- Analytics / Middle-mile Telemetry Application SaaS Integrated [ Private/
Il automation efficiency SLA optimization multi-cloud 1 e .
WORKPLACE ' access ] public cloud
' '
oo oo o ooooSoSooSooooosooooooooooooooooooooos ‘ WORKLOAD

2022 Cisco and/or its affiliat All rights reserved. Cisco Confidential



box

salesforce.

1] Office 365

AWS-DC
Azure-ER

SDRA PoP

’

s’
/,‘SD-WAN Fabric | 7%

/[ ,';nbrel!:x('

\\
IPsec/SSL ~~.
RA VPN

Software Clients




PR Configuration - Policies Cisco

= C 0 A NotSecure

Cisco vManage

Monitor

W
Tools
Maintenance
Administration
vAnalytics

Workflows

makrupin

x Firewall Policy X o ucs - VMware ESXi b 4 . Identity Services Engine

Sign Out

Devices

TLS/SSL Proxy

Certificates

Network Design

Templates —

vSmart
urity

Unified Communications

Cloud onRamp for SaaS

Cloud onRamp for laaS

Cloud onRamp for Multicloud

Cloud onRamp for Colocation

X

+

https:/[193.16.240.202/#/app/device/status?activity=vsmart_policy_config&pid=vsmart_policy_config-b493df2f-4541-4ec4-b7a4-4b18ecd58cf9

System IP

10.255.255.11

Site ID

Initiated By: makrupin From: 185.107.65.165

vManage IP

10.255.255.10

Total Rows: 1




Monitoring



vANnalytics

vManage

THINGS

Cloud Delivered vAnalytics

X E>

loT
Edge Computing

Cisco SDWAN Fabric

SECURE

vAnalytics -

Baseline / Trending
Anomaly Detection
Comparisons

Cause - and - Effect
Capacity Planning







on - Setting: x B SDWAN vAnalytics

Gy # usOl.analytics.sdwan.cisco.com,

= Cisco SD-WAN VAnalytics vanalytics-v2-demo v  View all overlays

Dashboard > Summary As of: 02 Feb 2022 10:43:28 PM CET

Overlay Summary

Y Filter m 24h 7 days 1 month  Custom

*praphs are using logarithmic scale

Applications WAN Sites WAN Edge Devices

17 . 4 4

Application Usage Application Performance

Low to High [EllshRGART Low to High gl RGRReIY m Loss Latency  Jitter
976.6 KB

97.7 KB 10

Usage (bytes)

Average QoE (1-10)

WAN Sites - Usage and Performance

Low to High LRI QoE  Loss = Latency Jitter




What is ThousandEyes?

ThousandEyes is a Digital Experience Monitoring SaaS platform to see, understand, and improve digital experiences of
customers and employees over any network. We offer a distribution of global vantage points from where users can run a variety

of tests.

Cloud Agent

Globally distributed agents installed
and managed by ThousandEyes in
200+ cities.

Son

© 2022 Cisc

) and/or its affiliates. All rights reserved. Ciscc

C

Enterprise Agent

Lightweight software-based agents, easily installed on
your own network, provide visibility from within the
enterprise campus, data centers, cloud VPCs/VNets,
and branches.

Supports active monitoring, SNMP-based monitoring,
and topological mapping of internal network devices.

Enterprise Agent is applicable to Enterprise Switching
Infra

onfidential

Endpoint Agent

Lightweight service installed on
end-user laptops and desktops
that provides proactive and
real-time monitoring of
application experience and
network connectivity

ke (D)




ThousandEyes Visibility

Proxy

performance

ThousandEyes
Cloud Agent

CISCO SASE Transit ISP 4@
r—— SECURITY AS A SERVICE — performance
ISP network > L o Jorey
performance ool M;‘, DIT T
DNS security ~ Secure web L7 Cloud access
gateway firewall security broker
\_B (CASB) Internet
. ]
SH o
Duo - e a -—— Duo
Adaptive MFA  Device posture Behavior Continuous
d health lyti ificati
SD—\NAN L an ea analytics verirication J
router e SD-WAN ~N SSO Sdas
ThousandEyes ' : : I-I-l-l ‘ v SaaS
Enterprise Agent ;ﬂilﬁg% M;?ﬁ;%}";;le Telemetry Apps"ff\t'o” performance
SD-WAN fahric .
Google Cloud

Enterprise
network
performance

SD-WAN

underlay
performance

© 2022 Cisco and/or its affiliates. All rights reserved.
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Observability

SaaS Integrated multi- Pr_ivate/
optimization  cloud access public clouc
ThousandEyes Application
Fnd-to-end SD-WAN performance

overlay
performance

63



Agent to agent/server

Troubleshooting SaaS and monitoring performance

© 2022 Cisco

24h 7d 14d

Aug 17

Historical performance view

0100

Loss | 0%
43 ms
<1ms

Latency ®
Jitter |

Available
Bandwidth \° Data

1 Average Latency [ Branch - Chicago (ORD1)

0200 0300 0400

102021225

Highlighting: ~ Forwarding Loss > 10 % (0 nodes ) v Link Delay >50 oy
o 120008
Selecting: 1node and 1 link ~ Info (2) + Deselect All Network ATAT Services, Inc. (AS 7018)
Location Chicago, llinois, US
AF 42 (DSCP 36)
<o
P— w7ms
s 78.173.1 Show only agents using this nod 10444238107 442109
°
© @ @ wimer
- ) i

Hop-by-hop view of network paths and performance with proactive, customizable alerts

and/or its affiliates. All rights reserved
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w 3 @ B d R M

vManage Agent Settings - ThousandEy

2 0 @M

CcC o0 & app.thousandeyes.com/

Cloud & Enterprise Agents > Agent Settings
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